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1
AUTOMATIC CONFERENCE INITIATION

BACKGROUND

Meetings are an important part of day-to-day professional
life. With improvements in technology, many meetings now
take place remotely with participants using teleconferencing
or a similar technology. Often, participants take part in
teleconferencing using cellular telephones or similar devices
while on-the-go and/or with participants that are globally
distributed.

However, accessing a teleconference can be complicated.
For example, a participant needs to know many different
details to join a meeting. The details may include a confer-
ence telephone number, pass codes, conference identifiers
and so on. These difficulties may be exasperated when
participants are traveling or otherwise on-the-go.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which are incorporated in
and constitute a part of the specification, illustrate various
systems, methods, and other embodiments of the disclosure.
It will be appreciated that the illustrated element boundaries
(e.g., boxes, groups of boxes, or other shapes) in the figures
represent one embodiment of the boundaries. In some
embodiments, one element may be designed as multiple
elements or that multiple elements may be designed as one
element. In some embodiments, an element shown as an
internal component of another element may be implemented
as an external component and vice versa. Furthermore,
elements may not be drawn to scale.

FIG. 1 illustrates one embodiment of an apparatus asso-
ciated with automatically connecting to a conference using
a code.

FIG. 2 illustrates one embodiment of a conference system
associated with the apparatus of FIG. 1.

FIG. 3 illustrates one embodiment of a method associated
with automatically connecting a participant to a conference
using a code.

FIG. 4 illustrates an embodiment of a computing system
configured with the example systems and/or methods dis-
closed.

DETAILED DESCRIPTION

Systems, methods and other embodiments are described
herein associated with initiating a connection with a con-
ference automatically when a participant provides a single
code. In one embodiment, a participant connects to a meet-
ing by texting/emailing the code (e.g., a series of five
characters) to a controller. In response to receiving the code,
the controller may automatically authenticate the participant
and automatically initiate a connection with the participant
from the conference (e.g., the conference dials the partici-
pant). Thus, the participant can join the conference auto-
matically in one-step without providing several different
codes and identifiers over many steps.

With reference to FIG. 1, one embodiment of an apparatus
100 associated with auto-initiating a connection to a con-
ference using a single code is illustrated. In one embodi-
ment, the apparatus 100 includes a conference controller 110
and an access controller 120. In general, the conference
controller 110 is configured to generate codes for partici-
pants of conferences and the access controller 120 is con-
figured to mediate access to the conferences according to the
codes.
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As used within this disclosure, a conference is a meeting
of at least two participants using a conference system (not
illustrated) to manage and provide communications between
the at least two participants. In one embodiment, the con-
ference system is a teleconference system, a video confer-
ence system, an Internet conference system or similar con-
ference system that facilitates communications between
multiple participants. In either case, the conference system
hosts conferences between various devices (e.g., telephone,
mobile smart phone, computer, etc.) associated with mul-
tiple participants. Additionally, in one embodiment, access
to a conference is generally understood to use two or more
pieces of information to log-in and/or authenticate a partici-
pant with the conference system.

Thus, in one embodiment, the conference controller 110 is
configured to generate a code for a participant to join a
conference. Accordingly, instead of the participant using, for
example, a conference identifier, a password, a participant
identifier and any additional information, the participant
uses only the code to join the conference. In this way, the
burden of remembering multiple pieces of information is
shifted from the participant to the apparatus 100.

The conference controller 110 is configured to generate
the code along with, for example, a mapping of the code to
the multiple pieces of information for logging into the
conference that are stored in a data store 130. The apparatus
100 may store the information for joining a conference as
metadata along with the codes in the data store 130.

In general, the data store 130 may be comprised of one or
more databases that each store different data. For example,
the data store 130 may include an enterprise database that
stores enterprise information (e.g., employee identifiers,
security access information, employee personal informa-
tion), a conferencing database that stores conferencing infor-
mation (e.g., conference schedule, participant list, telephone
number, server identifier, password), a security database that
stores security information (e.g., authentication credentials,
cryptographic key, cryptographic certificate) and so on.
Thus, the data store 130 may include several different
databases that are part of, for example, an enterprise system.

Together, the information in the data store 130 generally
relates to conferences and information about participants of
the conferences. This information is the information that the
participant may typically provide in order to successfully
join a conference. Consequently, the conference controller
110 is configured to collect the information from the dispa-
rate data sources (i.e., databases) in the data store 130 and
store the information that relates to an individual conference
and an individual participant together as metadata. In one
embodiment, the conference controller 110 is configured to
store the metadata as a comma separated value (CSV). Each
comma separated value correlates with a particular partici-
pant of a single conference.

In one embodiment, to generate a code, the conference
controller 110 applies a hash function to the comma sepa-
rated value. The conference controller 110 is configured to
use the code as a unique identifier of the metadata for a
particular conference associated with the participant. Thus,
when generating the code, the conference controller 110 is
configured to also generate a mapping between the code and
the metadata (i.e., the CSV for a participant). For example,
the conference controller 110 may use the code as a unique
identifier of the metadata in an index or as a primary key in
a database. In either case, the code is uniquely linked via the
mapping with the metadata.

Accordingly, when a participant provides the code to the
access controller 120, the access controller 120, for example,
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uses the code to determine associated metadata that includes
conference information (e.g., conference identifier, phone
number) and log-in information for the participant (e.g., ID
and password). The access controller 120 may then use the
metadata to authenticate the participant and initiate a con-
nection to a device associated with the participant automati-
cally and in response to receiving on the code from the
participant.

FIG. 2 illustrates one embodiment of a conference system
200 along with the apparatus 100 of FIG. 1. The conference
system 200 permits conferencing communications between
a plurality of participants over a network 210. The apparatus
100 controls access to the conference system 200 and thus
also the conference.

The network 210 may carry a single form of communi-
cations (e.g., telephone) or multiple forms of communica-
tion (e.g., mobile telephone networks, public switched tele-
phone network (PSTN), Internet). A first device 220, a
second device 230, a third device 240 and a fourth device
250 (hereinafter collectively referred to as the devices
220-250) are examples of devices that provide communica-
tions for the conference on the network 210. In general, the
devices 220-250 communicate with the conference system
200, which hosts the conference. The devices 220-250 are,
for example, mobile phones, laptops, personal computers,
video conferencing systems and so on. Each of the devices
220-250 may provide access to the conference for a single
participant or multiple participants. Additionally, while the
apparatus 100 and the conference system 200 are illustrated
as separate remote elements, of course, in one embodiment,
the conference system 200 and the apparatus 100 are col-
located or integrated as a single element.

Now consider an example of a conference along with FIG.
2 in which the conference is a teleconference with four
participants. In this example, each participant is associated
with one of the devices 220-250. In general, the conference
is scheduled in the conference system 200 prior to a current
time. For example, the conference may be scheduled in
advance with particular participants accepting an invitation
or by being added to a participant list for the conference. In
one embodiment, the participants are selected for the par-
ticipant list according to a telephone number, email, or other
unique identifier of the participant or a device uniquely
associated with the participant.

Accordingly, in one embodiment, the conference control-
ler 110 is configured to monitor a schedule that includes
multiple conferences to determine whether one or more
conferences are to occur within a predetermined amount of
time from a current time. When the conference controller
110 determines that the conference is to occur within the
predetermined time, the conference controller 110 generates
and provides a code to each participant. For purposes of this
example each participant is discussed as receiving an indi-
vidual code; however, in various embodiments participants
may share a device, log-in using other methods and so on.
Thus, not all participants always use or receive a code.

In either case, the conference controller 110 is configured
to generate a code for each participant by applying a hash
function to metadata associated with both the conference
(e.g., conference identifier, password) and a participant (e.g.,
participant identifier). In this way, a unique code is generated
for each of the four participants in the example. In one
embodiment, the unique code is a numeric, alphanumeric or
similar sequence of characters. In general, the code is three
to five characters in length but may also include more
characters depending on a particular use. The code may be
limited to only three to five characters to provide a more
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simple code to remember in contrast to manually providing
all of the metadata when logging into the conference.

Accordingly, the conference controller 110 generates a
code for each of the four participants associated with the
devices 220-250. Thus, an example code may be generated
from metadata that includes a unique identifier of the device
220 (e.g., telephone number, IP address, MAC address), a
participant ID associated with a participant that uses the first
device 220 and a password for the conference. Since meta-
data for each user will be unique in some way (e.g.,
combination of participant 1D, device ID, conference 1D,
etc.) each of the codes generated will also be unique.

Subsequently, the conference controller 110 communi-
cates each generated code to a respective participant. In one
embodiment, the code may be communicated immediately
upon a participant accepting an invitation to a conference or
upon a participant being added to a participant list. However,
in the present example, each code is communicated as a
reminder once a current time is within a predetermined time
(e.g., within 15 mins) of the beginning of the conference.
Whether communicated immediately upon accepting an
invitation or as part of a reminder, the conference controller
110 communicates each code to each respective participant
prior to the conference.

The conference controller 110 may communicate a code
to a device from which a participant will take part in the
conference or, more generally, to any location that has been
configured by the participant. Furthermore, in one embodi-
ment, the code may be provided in a short message service
(SMS) message (i.e., text message), an email, a reminder, a
voicemail, and so on.

In the present example, a first participant receives a text
message with a respective code as a reminder on the first
device 220. A second participant receives an email as a
reminder and accesses the email on the second device 230.
A third participant may receive the code in a voicemail via
the third device 240 while a fourth participant previously
received a code on the fourth device 250 upon accepting an
invitation to participate in the conference.

The participants may provide their respective different
codes to the access controller 120 in one of several ways. In
one embodiment, the access controller 120 is configured to
receive the codes through whichever medium they were
initially provided. For example, if a code was provided via
a text message (SMS) then the access controller 120 may
receive the codes via text message from a device associated
with the participant. Furthermore, the access controller 120
may receive a code via keypad of a device when connected
using a voice telephone line and upon a participant initiating
a telephone call to a pre-established conference number. In
another embodiment, the access controller 120 may be
received via email or another form of electronic communi-
cation. In general, the participant provides the code using a
device that will be used to participate in the conference.
Furthermore, the participant generally provides the code as
areply to a telephone number or other address that originally
provided the code.

Additionally, in one embodiment, a code may be provided
along with additional configuration attributes for the con-
ference. That is, a participant may communicate the code to
the access controller 120 along with additional information
to change/add/remove some attribute of the conference. For
example, the first participant may text a code to the access
controller 120 with a preferred telephone number that is
different from a telephone number of the first device 220.
Subsequently, the access controller 120 initiates a connec-
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tion with the preferred number instead of the telephone
number of the first device 220.

Additionally, in one embodiment, further security options
may be configured within the access controller 120 to
prevent a participant from changing a telephone number at
which the conference will initiate a connection with the
participant. The access controller 120 may be configured
with security settings in order to prevent malicious attacks
and/or malicious redirection of connections. In one embodi-
ment, a participant may provide additional security infor-
mation along with the code for a higher level of security
(e.g., sensitive or secret conference) or may provide admin-
istrative attributes to otherwise modity features of the con-
ference (e.g., cancel, delay, invite additional participants,
etc.).

In either circumstance, once the access controller 120
receives a code from a participant, the access controller 120
will attempt to authenticate the participant. In one embodi-
ment, the access controller 120 is configured to use the code
to fetch the metadata associated with the participant and the
conference from the data store 130. The access controller
120 may apply an additional hash function to the code or
may use the code as a value in an index or lookup table in
order to retrieve the metadata. In general, the code uniquely
references associated metadata that is particular to the
participant.

Accordingly, the access controller 120 is configured to
retrieve the metadata and automatically authenticates the
participant. The access controller 120 may authenticate the
participant by providing log-in information to the confer-
ence system on behalf of the participant. Traditionally, the
participant may have provided at least a password, confer-
ence identifier and participant identifier as the log-in infor-
mation to the conference. However, the access controller
120 retrieves the metadata that includes the log-in informa-
tion from the data store 130 using the code. Thereafter, the
access controller 120 provides the log-in information to the
conference system 200 on behalf of the participant. Thus, the
participant does not need to remember and provide all of the
complex log-in information, but only provides the code
which permits the access controller 120 to handle the log-in
information on behalf of the participant.

The access controller 120 is configured to, upon receiving
confirmation of authentication, initiate a connection between
the conference system 200 and a device associated with the
participant (e.g., the first device 220). For example, the
access controller 120 may control the conference system 200
to initiate a telephone call to the first device 220, an Internet
connection to the first device 220 or, more generally, initiate
whichever type of connection is appropriate for the confer-
ence and a device associated with the participant.

Accordingly, in one embodiment, the access controller
120 automatically initiates a connection with a device of the
participant as a function of the code, a type of conference
(e.g., video or teleconference) and/or attribute of the device
(e.g., laptop, telephone, smart phone, video conference
system, etc.). In this way, the connection is auto-initiated
with the participant providing only the code.

Further details of auto-initiating a connection in one step
will be discussed with respect to FIG. 3. FIG. 3 illustrates a
method 300 associated with joining a conference in one step.

At 310, a schedule is, in one embodiment, continuously
monitored for upcoming conferences. The schedule may be
monitored to determine whether one or more of a plurality
of conferences are to occur within a predetermined amount
of time from a current time. By monitoring for upcoming
conferences, reminders and codes can be provided within a
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time that is proximate to the conference and, thus, a code is
less likely to be lost by a participant.

In response to detecting that a conference is upcoming, a
code is generated at 320. In one embodiment, generating a
code at 320 includes first obtaining information about the
conference and one or more participants of the conference.
Accordingly, at 320, information about the conference is
retrieved from a data store (e.g., data store 130). The
information may include a participant list, a conference
identifier, a conference phone number, and so on. Further-
more, information about each participant from the partici-
pant list may also be retrieved. The information about each
participant may include a participant identifier (e.g., email
address, employee id number), contact information for a
participant (e.g., telephone number, email, video conferenc-
ing identifier) and so on.

Subsequently, the conference information, participant
information and any other relevant information (e.g., admin-
istrative information) are stored as, for example, metadata of
the participant in a common separate value (CSV), XML
formatted field, or some similar configuration. In this way,
information relevant to a particular participant of a particular
conference is stored together in a predetermined format.
Accordingly, information is stored for each participant in a
similar manner and a code is generated from each set of
information. The resulting code is generated, at 320, using a
hash function or other function to ensure that each code is
unique and can be used as a unique mapping to locate the
metadata.

At 330, the codes generated at 320 are communicated to
the participants. In one embodiment, the codes are commu-
nicated to a same device from which participants will take
part in the conference. However, the code only needs to be
provided in to the participant so that it is available to them
for initiating the conference. Accordingly, the code may be
communicated using email, text messaging, voicemail and
so on. In one embodiment, the codes are communicated
using text messaging from a telephone number that a par-
ticipant uses to provide the code to when initiating the
conference. In this way, the participant may simply reply to
the original communication that includes the code when
initiating the conference and does not need to remember a
specific telephone number or other address.

At 340, prior to initiating a connection with a participant
a code must be received. For example, the participant
performs a single step of communicating the code to the
conference system. In one embodiment, receiving the code
from the participant includes receiving one or more con-
figuration attributes from the participant with the code. The
configuration attributes are optional but may include a
preferred telephone number that is different from a tele-
phone number of a personal device associated with the
participant, security information associated with the partici-
pant, administrative information (e.g., delay beginning of
conference) and so on.

At 350, in response to receiving a code at 340, authenti-
cation is automatically requested for the participant to join
the conference. In one embodiment, the code is used to
retrieve metadata of the participant. As previously described,
the metadata may include identifying information about the
participant and conference in addition to configuration infor-
mation (e.g., preferred phone number and other preferences)
and log-in information of the participant (e.g., employee id,
password). Accordingly, the metadata is used to authenticate
the participant with a central enterprise server or other
authenticating mechanism, at 350.
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If the log-in information for the participant is valid and
authenticated at 350, then, at 360, a connection between a
device of the participant and the conference is auto-initiated.
That is, when the device is a telephone (e.g., mobile phone,
smart phone) auto-initiating the connection will ring the
device. Upon the participant answering the device the con-
nection is complete and the participant may take part in the
conference. In this way, access to a conference can be
simplified to, for example, using a single short code (e.g.,
3-5 characters) sent via a text message.

Computer Embodiment

FIG. 4 illustrates an example computing device that is
configured and/or programmed with one or more of the
example systems and methods described herein, and/or
equivalents. The example computing device may be a com-
puter 400 that includes a processor 402, a memory 404, and
input/output ports 410 operably connected by a bus 408. In
one example, the computer 400 may include conference
logic 430 configured to facilitate initialing a conference in
one step by a participant similar to the apparatus 100 shown
in FIGS. 1 and 2. In different examples, the logic 430 may
be implemented in hardware, a non-transitory computer-
readable medium with stored instructions, firmware, and/or
combinations thereof. While the logic 430 is illustrated as a
hardware component attached to the bus 408, it is to be
appreciated that in one example, the logic 430 could be
implemented in the processor 402.

Generally describing an example configuration of the
computer 400, the processor 402 may be a variety of various
processors including dual microprocessor and other multi-
processor architectures. A memory 404 may include volatile
memory and/or non-volatile memory. Non-volatile memory
may include, for example, ROM, PROM, and so on. Volatile
memory may include, for example, RAM, SRAM, DRAM,
and so on.

A storage disk 406 may be operably connected to the
computer 400 via, for example, an input/output interface
(e.g., card, device) 418 and an input/output port 410. The
disk 406 may be, for example, a magnetic disk drive, a solid
state disk drive, a floppy disk drive, a tape drive, a Zip drive,
a flash memory card, a memory stick, and so on. Further-
more, the disk 406 may be a CD-ROM drive, a CD-R drive,
a CD-RW drive, a DVD ROM, and so on. The memory 404
can store a process 414 and/or a data 416, for example. The
disk 406 and/or the memory 404 can store an operating
system that controls and allocates resources of the computer
400.

The computer 400 may interact with input/output devices
via the I/O interfaces 418 and the input/output ports 410,
which are controlled by an I/O controller 440. Input/output
devices may be, for example, a keyboard, a microphone, a
pointing and selection device, cameras, video cards, dis-
plays, the disk 406, the network devices 420, and so on. The
input/output ports 410 may include, for example, serial
ports, parallel ports, and USB ports.

The computer 400 can operate in a network environment
and thus may be connected to the network devices 420 via
the I/O interfaces 418, and/or the /O ports 410. Through the
network devices 420, the computer 400 may interact with a
network. Through the network, the computer 400 may be
logically connected to remote computers. Networks with
which the computer 400 may interact include, but are not
limited to, a LAN, a WAN, and other networks.

In another embodiment, the described methods and/or
their equivalents may be implemented with computer
executable instructions. Thus, in one embodiment, a non-
transitory computer-readable medium is configured with
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stored computer executable instructions that when executed
by a machine (e.g., processor, computer, and so on) cause the
machine (and/or associated components) to perform the
method.

While for purposes of simplicity of explanation, the
illustrated methodologies in the figures are shown and
described as a series of blocks, it is to be appreciated that the
methodologies are not limited by the order of the blocks, as
some blocks can occur in different orders and/or concur-
rently with other blocks from that shown and described.
Moreover, less than all the illustrated blocks may be used to
implement an example methodology. Blocks may be com-
bined or separated into multiple components. Furthermore,
additional and/or alternative methodologies can employ
additional blocks that are not illustrated. The methods
described herein are limited to statutory subject matter under
35 US.C §101.

The following includes definitions of selected terms
employed herein. The definitions include various examples
and/or forms of components that fall within the scope of a
term and that may be used for implementation. The
examples are not intended to be limiting. Both singular and
plural forms of terms may be within the definitions.

References to “one embodiment”, “an embodiment”, “one
example”, “an example”, and so on, indicate that the
embodiment(s) or example(s) so described may include a
particular feature, structure, characteristic, property, ele-
ment, or limitation, but that not every embodiment or
example necessarily includes that particular feature, struc-
ture, characteristic, property, element or limitation. Further-
more, repeated use of the phrase “in one embodiment” does
not necessarily refer to the same embodiment, though it may.

“Computer storage medium,” as used herein, is a non-
transitory medium that stores instructions and/or data. A
computer storage medium may take forms, including, but
not limited to, non-volatile media, and volatile media. Non-
volatile media may include, for example, optical disks,
magnetic disks, and so on. Volatile media may include, for
example, semiconductor memories, dynamic memory, and
so on. Common forms of a computer storage medium may
include, but are not limited to, a floppy disk, a flexible disk,
a hard disk, a magnetic tape, other magnetic medium, an
ASIC, a CD, other optical medium, a RAM, a ROM, a
memory chip or card, a memory stick, and other media from
which a computer, a processor or other electronic device can
read. Computer storage medium as described herein are
limited to statutory subject matter under 35 U.S.C §101.

“Logic,” as used herein, includes a computer or electrical
hardware component(s), firmware, a non-transitory com-
puter storage medium that stores instructions, and/or com-
binations of these components configured to perform a
function(s) or an action(s), and/or to cause a function or
action from another logic, method, and/or system. Logic
may include a microprocessor controlled by an algorithm, a
discrete logic (e.g., ASIC), an analog circuit, a digital circuit,
a programmed logic device, a memory device containing
instructions that when executed perform an algorithm, and
so on. Logic may include one or more gates, combinations
of gates, or other circuit components. Where multiple logics
are described, it may be possible to incorporate the multiple
logics into one physical logic component. Similarly, where
a single logic unit is described, it may be possible to
distribute that single logic unit between multiple physical
logic components. Logic as described herein is limited to
statutory subject matter under 35 U.S.C §101.
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“User,” as used herein, includes but is not limited to one
or more persons, computers or other devices, or combina-
tions of these.

While example systems, methods, and so on have been
illustrated by describing examples, and while the examples
have been described in considerable detail, it is not the
intention of the applicants to restrict or in any way limit the
scope of the appended claims to such detail. It is, of course,
not possible to describe every conceivable combination of
components or methodologies for purposes of describing the
systems, methods, and so on described herein. Therefore, the
disclosure is not limited to the specific details, the repre-
sentative apparatus, and illustrative examples shown and
described. Thus, this application is intended to embrace
alterations, modifications, and variations that fall within the
scope of the appended claims, which satisfy the statutory
subject matter requirements of 35 U.S.C. §101.

To the extent that the term “includes” or “including” is
employed in the detailed description or the claims, it is
intended to be inclusive in a manner similar to the term
“comprising” as that term is interpreted when employed as
a transitional word in a claim.

To the extent that the term “or” is used in the detailed
description or claims (e.g., A or B) it is intended to mean “A
or B or both”. When the applicants intend to indicate “only
A or B but not both” then the phrase “only A or B but not
both” will be used. Thus, use of the term “or” herein is the
inclusive, and not the exclusive use.

What is claimed is:

1. A non-transitory computer storage medium storing
instructions as a logic that when executed by a device caused
the device to at least:

generate a code that is provided to a participant of a

conference, wherein the logic is configured to store
metadata associated with both the conference and the
participant based, at least in part, on a mapping
between the code and the metadata, and

wherein the logic is configured to generate the code by

collecting authentication information for the participant
to join the conference and attributes associated with
connecting to the conference and storing the authenti-
cation information and the attributes as the metadata;
and

initiate access to the conference for the participant in

response to receiving the code from the participant,
wherein the logic is configured to initiate access by
initiating a connection from the conference with a
device associated with the participant.

2. The non-transitory computer storage medium of claim
1, where the logic is further configured to:

prior to initiating access to the conference and in response

to receiving the code, automatically authenticate the
participant to join the conference using the metadata,
wherein the logic is configured to authenticate the
participant by fetching the metadata from storage using
the code and authorizing the participant to access the
conference using the metadata, and wherein the logic is
configured to receive only the code from the participant
to initiate access.

3. The non-transitory computer storage medium of claim
1, wherein the logic is configured to generate the code by
producing the code as a function of the metadata and a hash
function, and wherein the code is a unique identifier of the
metadata.

4. The non-transitory computer storage medium of claim
1, wherein the logic is configured to monitor a schedule to
determine whether one or more of a plurality of conferences
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are to occur within a predetermined amount of time from a
current time, and wherein the plurality of conferences
includes the conference,
wherein the logic is configured to communicate the code
to the participant upon determining the conference is
scheduled within the predetermined amount of time,
and wherein the logic is configured to communicate the
code by communicating the code from a conference
controller to a device from which the participant will
participate in the conference.
5. The non-transitory computer storage medium of claim
1, wherein the logic is configured to initiate access in
response to receiving the code in a short message service
(SMS) communication from the participant, and wherein the
logic is configured to initiate access by using the code to
retrieve the metadata as a function of the mapping and
generating log-in information on behalf of the participant for
the conference using the metadata.
6. The non-transitory computer storage medium of claim
1, wherein the logic is configured to, in response to detecting
that the conference is upcoming, retrieve a participant list for
the conference and communicate a code to each participant
in the participant list, wherein each code is mapped to a
different participant and information about the conference,
and wherein the metadata is a comma separated value in a
database that is uniquely referenced by the code.
7. The non-transitory computer storage medium of claim
1, wherein the logic is configured to receive the code from
the participant by receiving one or more configuration
attributes from the participant with the code, wherein the
configuration attributes include one or more of a preferred
telephone number that is different from a telephone number
of a personal device associated with the participant or
security information associated with the participant, and
wherein the conference is a teleconference.
8. The non-transitory computer storage medium of claim
1, wherein the logic is configured to store the metadata by
storing at least a conference identifier, an access code for the
conference, and a unique identifier of the participant as the
metadata, and wherein the logic is configured to initiate the
connection by initializing a telephone call with a device
associated with the participant.
9. A method, comprising:
generating, by a conference controller, a code that is
provided to a participant of a conference, wherein
generating the code includes storing metadata associ-
ated with both the conference and the participant based,
at least in part, on a mapping between the code and the
metadata,
wherein generating the code includes collecting authen-
tication information for the participant to join the
conference and collecting attributes associated with
connecting to the conference and storing the authenti-
cation information and the attributes as the metadata;
and
initiating, by the conference controller, access to the
conference for the participant in response to receiving
the code from the particiant, wherein initiating access
includes initiating a connection to the conference with
a device associated with the participant.
10. The method of claim 9, further comprising:
prior to initiating access to the conference and in response
to receiving the code, automatically authenticating the
participant to join the conference using the metadata,
wherein authenticating the participant includes fetching
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the metadata from storage using the code and wherein
receiving the code includes receiving only the code
from the participant.

11. The method of claim 9, wherein generating the code
includes producing the code as a function of the metadata
and a hash function, and wherein the code is a unique
identifier of the metadata.

12. The method of claim 9, further comprising:

monitoring a schedule to determine whether one or more

of a plurality of conferences are to occur within a
predetermined amount of time from a current time,
wherein the plurality of conferences includes the con-
ference; and

communicating the code to the participant upon deter-

mining the conference is scheduled within the prede-
termined amount of time, wherein communicating the
code includes communicating the code from the con-
ference controller to a device from which the partici-
pant will participate in the conference, and wherein the
conference is a teleconference.

13. The method of claim 9, wherein initiating access
occurs in response to receiving the code in a short message
service (SMS) communication from the participant, and
wherein initiating access includes using the code to retrieve
the metadata as a function of the mapping and generating
log-in information on behalf of the participant for the
conference using the metadata.

14. The method of claim 9, further comprising:

in response to detecting that the conference is upcoming,

retrieving a participant list for the conference and
communicating participant a code to each participant in
the participant list, wherein each code is mapped to
metadata for a different participant, and wherein the
metadata is a comma separated value in a database that
is uniquely referenced by the code.

15. The method of claim 9, wherein receiving the code
from the participant includes receiving one or more con-
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figuration attributes from the participant with the code,
wherein the configuration attributes include one or more of
a preferred telephone number that is different from a tele-
phone number of the device associated with the participant
or security information associated with the participant.

16. The method of claim 9, wherein storing the metadata
includes storing at least a conference identifier, an access
code for the conference, and a unique identifier of the
participant as the metadata, and wherein initiating the con-
nection includes initializing a telephone connection for a
teleconference.

17. A computing system, comprising:

a conference controller configured to generate a code that

is provided to a participant of a teleconference, wherein
the conference controller is configured to store, in a
database, metadata associated with the teleconference
and the participant and generate the code as a function
of the metadata,

wherein the conference controller is configured to gener-

ate the code by collecting authentication information
for the participant to join the conference and attributes
associated with connecting to the conference and stor-
ing the authentication information and the attributes as
the metadata; and

an access controller configured to automatically initiate a

connection to the teleconference between the partici-
pant and a conference system in response to receiving
only the code from the participant.

18. The computing system of claim 17, wherein the
conference controller is configured to create a mapping
between the code and the metadata, and wherein the access
controller is configured to automatically log the participant
into the teleconference in response to receiving the code by
authenticating the participant using the metadata.

#* #* #* #* #*



